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POLITICA DE CIBERSEGURIDAD

PAPELERA REYES S.A.C., establece la presente politica con el objetivo de proteger su
infraestructura tecnoldgica, sistemas informaticos y activos digitales, garantizando Ia
confidencialidad, integridad y disponibilidad de la informacién frente a riesgos y amenazas
cibernéticas. Esta politica es de aplicacidén obligatoria para todos los trabajadores, contratistas,
proveedores y terceros que accedan a los recursos tecnolégicos de la organizacion.

En virtud de este compromiso, PAPELERA REYES S.A.C. adopta los siguientes lineamientos:

1. Proteger la infraestructura tecnologica mediante controles preventivos, uso de software
licenciado y actualizado, y mecanismos de seguridad aplicables a redes, servidores y
dispositivos.

2. Gestionar los accesos digitales asignando credenciales individuales, autenticacién segura 'y
niveles de permisos de acuerdo con las funciones asignadas.

3. Realizar respaldos periédicos de la informacion critica y garantizar mecanismos de
recuperacion para la continuidad de las operaciones.

4. Eliminar accesos al finalizar la relacion laboral o contractual y restringir el uso de dispositivos
o software no autorizados.

5. Gestionar los incidentes de ciberseguridad, mediante procedimientos establecidos para su
deteccidn, analisis, tratamiento y mejora.

6. Evaluar los riesgos tecnoldgicos, implementando acciones correctivas cuando se
identifiquen vulnerabilidades en la infraestructura informatica.

7. Ejecutar ejercicios practicos y/o simulacros de ciberseguridad, que permitan verificar la
eficacia de los controles y reforzar la preparacion ante incidentes.

8. Promover la mejora continua del sistema de ciberseguridad, mediante auditorias, revision de
politicas y fortalecimiento de capacidades.
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