
 

POLÍTICA DE SEGURIDAD DE LA INFORMACION 

 

PAPELERA REYES S.A.C., establece la presente política con el fin de proteger sus activos de 
información, sistemas tecnológicos, datos sensibles y procesos críticos ante posibles riesgos, 
accesos no autorizados, pérdidas o alteraciones, garantizando su confidencialidad, integridad y 
disponibilidad. 

En el marco del Sistema de Gestión en Control y Seguridad (SGCS BASC), la organización asume 
los siguientes compromisos: 
  

1. Proteger la información ante accesos no autorizados, pérdidas, alteraciones o divulgación 
indebida, mediante controles físicos, lógicos y administrativos adecuados. 

2. Capacitar de forma continua al personal, especialmente en cargos y áreas críticas, en buenas 
prácticas de seguridad de la información y uso seguro de tecnologías. 

3. Asegurar la protección de sistemas, redes y plataformas digitales, controlando los accesos y 
monitoreando su uso. 

4. Gestionar los incidentes de seguridad conforme a protocolos establecidos, garantizando su 
atención oportuna y la mejora continua. 

5. Realizar evaluaciones periódicas de riesgos y auditorías internas, que permitan detectar 
vulnerabilidades y reforzar controles.  

6. Preservar la confidencialidad de la información, tanto de origen interno como externo, 
cumpliendo con las disposiciones legales y contractuales aplicables 

7. Aplicar la presente política a todos los trabajadores, contratistas, proveedores y terceros que 
accedan a información de la organización. 

8. Fomentar una cultura de mejora continua, revisando y actualizando regularmente las medidas 
de seguridad de la información, de acuerdo con la evolución tecnológica, normativa y 
operativa. 

 
La presente política es de cumplimiento obligatorio y se encuentra disponible para todos los 
colaboradores y partes interesadas pertinentes. 

 

Callao, 01 de julio del 2025 
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